
Secure Global
Collaboration.

Security Controls and Risk Management.

Contact one of our professionals to schedule your appointment and 
discover how cyber security can benefit your company today.

The National Institute of Standards and Technology (NIST) will soon issue its fourth 

revision of SP 800-53, Recommended Security Controls for Federal Information 

Systems and Organizations, that's expected to include 23 privacy controls.  To 

some, the security controls and corresponding risk management (see SP 800-37) 

can be daunting.  Not here at Secured Cyber.  Our professionals have made their 

careers around the certification and accreditation processes as well as putting 

together risk management plans that are achievable.

Secured Cyber is an Information Technology company that provides specialized 

professional services and innovative solutions in the areas of Information Assurance 

and Cyber Security. Secured Cyber has experience in supporting defense,               

intelligence, homeland security, and federal civilian clients. While our people have 

backgrounds in all aspects of Information Technology, we have opted to focus purely 

on Cyber Security consulting and solutions. In doing so, we believe that we can not 

only stay current on the continuous, and ever-growing cyber threat, but also stay one 

step ahead. We are a CVE Certified Service-Disabled Veteran-Owned Small Business 

(SDVOSB) that is committed to the highest standards of quality, trustworthiness, 

and value. We thrive on challenges and the opportunity to compliment our           

customers’ mission, wherever they are located around the world.
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Tel. (703) 373-7375 or E-mail us: desk@securedcyber.com

-Ron Ross 
Joint Task Force Leader and NIST Fellow

To keep pace with the 
growing threat brought 

www.SecuredCyber.com

about by an increasing number 
of cyber attacks against federal 
information systems, NIST is 
committed to producing a com-
prehensive catalog of cutting-
edge safeguards and counter-
measures that are necessary to 
help protect the core missions 
and business functions of the 
federal government.


